(env) E:\Udacity\cd0039-Identity-and-Access-Management\env\Scripts>activate

(env) E:\Udacity\cd0039-Identity-and-Access-Management\env\Scripts>cd E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src

(env) E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src>set FLASK\_APP=api.py

(env) E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src>set FLASK\_ENV=development

(env) E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src>python -m flask run

\* Serving Flask app "api.py" (lazy loading)

\* Environment: development

\* Debug mode: on

\* Restarting with stat

\* Debugger is active!

\* Debugger PIN: 315-406-584

\* Running on http://127.0.0.1:5000/ (Press CTRL+C to quit)

[{'name': 'coffee', 'color': 'brown', 'parts': 1}]

[{'name': 'Expresso', 'color': 'black', 'parts': 1}]

[{'name': 'Latte', 'color': 'brown', 'parts': 2}]

[{'name': 'Rose Milk', 'color': 'pink', 'parts': 3}]

[{'name': 'Strawberry shake', 'color': 'magenta', 'parts': 4}]

[{'name': 'Pineapple', 'color': 'orange', 'parts': 5}]

[{'name': 'Orange', 'color': 'Yellow', 'parts': 2}]

127.0.0.1 - - [22/Sep/2022 11:22:50] "GET /drinks HTTP/1.1" 200 -

127.0.0.1 - - [22/Sep/2022 11:22:51] "GET /drinks-detail HTTP/1.1" 500 -

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 100, in verify\_decode\_jwt

issuer='https://' + AUTH0\_DOMAIN + '/'

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 150, in decode

options=defaults)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 457, in \_validate\_claims

\_validate\_exp(claims, leeway=leeway)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 299, in \_validate\_exp

raise ExpiredSignatureError('Signature has expired.')

jose.exceptions.ExpiredSignatureError: Signature has expired.

During handling of the above exception, another exception occurred:

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2309, in \_\_call\_\_

return self.wsgi\_app(environ, start\_response)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2295, in wsgi\_app

response = self.handle\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1741, in handle\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2292, in wsgi\_app

response = self.full\_dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1815, in full\_dispatch\_request

rv = self.handle\_user\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1718, in handle\_user\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1813, in full\_dispatch\_request

rv = self.dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1799, in dispatch\_request

return self.view\_functions[rule.endpoint](\*\*req.view\_args)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 132, in wrapper

payload = verify\_decode\_jwt(token)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 109, in verify\_decode\_jwt

}, 401)

src.auth.auth.AuthError: ({'code': 'token\_expired', 'description': 'Token expired.'}, 401)

127.0.0.1 - - [22/Sep/2022 11:22:51] "POST /drinks HTTP/1.1" 500 -

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 100, in verify\_decode\_jwt

issuer='https://' + AUTH0\_DOMAIN + '/'

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 150, in decode

options=defaults)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 457, in \_validate\_claims

\_validate\_exp(claims, leeway=leeway)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 299, in \_validate\_exp

raise ExpiredSignatureError('Signature has expired.')

jose.exceptions.ExpiredSignatureError: Signature has expired.

During handling of the above exception, another exception occurred:

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2309, in \_\_call\_\_

return self.wsgi\_app(environ, start\_response)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2295, in wsgi\_app

response = self.handle\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1741, in handle\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2292, in wsgi\_app

response = self.full\_dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1815, in full\_dispatch\_request

rv = self.handle\_user\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1718, in handle\_user\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1813, in full\_dispatch\_request

rv = self.dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1799, in dispatch\_request

return self.view\_functions[rule.endpoint](\*\*req.view\_args)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 132, in wrapper

payload = verify\_decode\_jwt(token)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 109, in verify\_decode\_jwt

}, 401)

src.auth.auth.AuthError: ({'code': 'token\_expired', 'description': 'Token expired.'}, 401)

127.0.0.1 - - [22/Sep/2022 11:22:51] "PATCH /drinks/1 HTTP/1.1" 500 -

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 100, in verify\_decode\_jwt

issuer='https://' + AUTH0\_DOMAIN + '/'

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 150, in decode

options=defaults)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 457, in \_validate\_claims

\_validate\_exp(claims, leeway=leeway)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 299, in \_validate\_exp

raise ExpiredSignatureError('Signature has expired.')

jose.exceptions.ExpiredSignatureError: Signature has expired.

During handling of the above exception, another exception occurred:

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2309, in \_\_call\_\_

return self.wsgi\_app(environ, start\_response)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2295, in wsgi\_app

response = self.handle\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1741, in handle\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2292, in wsgi\_app

response = self.full\_dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1815, in full\_dispatch\_request

rv = self.handle\_user\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1718, in handle\_user\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1813, in full\_dispatch\_request

rv = self.dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1799, in dispatch\_request

return self.view\_functions[rule.endpoint](\*\*req.view\_args)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 132, in wrapper

payload = verify\_decode\_jwt(token)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 109, in verify\_decode\_jwt

}, 401)

src.auth.auth.AuthError: ({'code': 'token\_expired', 'description': 'Token expired.'}, 401)

127.0.0.1 - - [22/Sep/2022 11:22:52] "DELETE /drinks/1 HTTP/1.1" 500 -

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 100, in verify\_decode\_jwt

issuer='https://' + AUTH0\_DOMAIN + '/'

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 150, in decode

options=defaults)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 457, in \_validate\_claims

\_validate\_exp(claims, leeway=leeway)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\jose\jwt.py", line 299, in \_validate\_exp

raise ExpiredSignatureError('Signature has expired.')

jose.exceptions.ExpiredSignatureError: Signature has expired.

During handling of the above exception, another exception occurred:

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2309, in \_\_call\_\_

return self.wsgi\_app(environ, start\_response)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2295, in wsgi\_app

response = self.handle\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1741, in handle\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2292, in wsgi\_app

response = self.full\_dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1815, in full\_dispatch\_request

rv = self.handle\_user\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1718, in handle\_user\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1813, in full\_dispatch\_request

rv = self.dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1799, in dispatch\_request

return self.view\_functions[rule.endpoint](\*\*req.view\_args)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 132, in wrapper

payload = verify\_decode\_jwt(token)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 109, in verify\_decode\_jwt

}, 401)

src.auth.auth.AuthError: ({'code': 'token\_expired', 'description': 'Token expired.'}, 401)

[{'name': 'coffee', 'color': 'brown', 'parts': 1}]

[{'name': 'Expresso', 'color': 'black', 'parts': 1}]

[{'name': 'Latte', 'color': 'brown', 'parts': 2}]

[{'name': 'Rose Milk', 'color': 'pink', 'parts': 3}]

[{'name': 'Strawberry shake', 'color': 'magenta', 'parts': 4}]

[{'name': 'Pineapple', 'color': 'orange', 'parts': 5}]

[{'name': 'Orange', 'color': 'Yellow', 'parts': 2}]

127.0.0.1 - - [22/Sep/2022 11:22:52] "GET /drinks HTTP/1.1" 200 -

{'iss': 'https://dev-qiwwdzlk.us.auth0.com/', 'sub': 'google-oauth2|112433569394027052144', 'aud': 'CoffeeApp', 'iat': 1663825735, 'exp': 1663832935, 'azp': 'N2FZEyxEse7h0LQ6MAZcaA9zsfAAeKtz', 'scope': '', 'permissions': ['get:drink-details']}

127.0.0.1 - - [22/Sep/2022 11:22:52] "GET /drinks-detail HTTP/1.1" 200 -

127.0.0.1 - - [22/Sep/2022 11:22:52] "POST /drinks HTTP/1.1" 500 -

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2309, in \_\_call\_\_

return self.wsgi\_app(environ, start\_response)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2295, in wsgi\_app

response = self.handle\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1741, in handle\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2292, in wsgi\_app

response = self.full\_dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1815, in full\_dispatch\_request

rv = self.handle\_user\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1718, in handle\_user\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1813, in full\_dispatch\_request

rv = self.dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1799, in dispatch\_request

return self.view\_functions[rule.endpoint](\*\*req.view\_args)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 133, in wrapper

check\_permissions(permission, payload)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 69, in check\_permissions

},403)

src.auth.auth.AuthError: ({'code': 'unauthorized', 'description': 'Permission not found'}, 403)

127.0.0.1 - - [22/Sep/2022 11:22:52] "PATCH /drinks/9 HTTP/1.1" 500 -

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2309, in \_\_call\_\_

return self.wsgi\_app(environ, start\_response)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2295, in wsgi\_app

response = self.handle\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1741, in handle\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2292, in wsgi\_app

response = self.full\_dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1815, in full\_dispatch\_request

rv = self.handle\_user\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1718, in handle\_user\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1813, in full\_dispatch\_request

rv = self.dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1799, in dispatch\_request

return self.view\_functions[rule.endpoint](\*\*req.view\_args)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 133, in wrapper

check\_permissions(permission, payload)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 69, in check\_permissions

},403)

src.auth.auth.AuthError: ({'code': 'unauthorized', 'description': 'Permission not found'}, 403)

127.0.0.1 - - [22/Sep/2022 11:22:52] "DELETE /drinks/9 HTTP/1.1" 500 -

Traceback (most recent call last):

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2309, in \_\_call\_\_

return self.wsgi\_app(environ, start\_response)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2295, in wsgi\_app

response = self.handle\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1741, in handle\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 2292, in wsgi\_app

response = self.full\_dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1815, in full\_dispatch\_request

rv = self.handle\_user\_exception(e)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\_cors\extension.py", line 161, in wrapped\_function

return cors\_after\_request(app.make\_response(f(\*args, \*\*kwargs)))

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1718, in handle\_user\_exception

reraise(exc\_type, exc\_value, tb)

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\\_compat.py", line 35, in reraise

raise value

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1813, in full\_dispatch\_request

rv = self.dispatch\_request()

File "E:\Udacity\cd0039-Identity-and-Access-Management\env\lib\site-packages\flask\app.py", line 1799, in dispatch\_request

return self.view\_functions[rule.endpoint](\*\*req.view\_args)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 133, in wrapper

check\_permissions(permission, payload)

File "E:\Udacity\cd0039-Identity-and-Access-Management\Project\03\_coffee\_shop\_full\_stack\starter\_code\backend\src\auth\auth.py", line 69, in check\_permissions

},403)

src.auth.auth.AuthError: ({'code': 'unauthorized', 'description': 'Permission not found'}, 403)

[{'name': 'coffee', 'color': 'brown', 'parts': 1}]

[{'name': 'Expresso', 'color': 'black', 'parts': 1}]

[{'name': 'Latte', 'color': 'brown', 'parts': 2}]

[{'name': 'Rose Milk', 'color': 'pink', 'parts': 3}]

[{'name': 'Strawberry shake', 'color': 'magenta', 'parts': 4}]

[{'name': 'Pineapple', 'color': 'orange', 'parts': 5}]

[{'name': 'Orange', 'color': 'Yellow', 'parts': 2}]

127.0.0.1 - - [22/Sep/2022 11:22:52] "GET /drinks HTTP/1.1" 200 -

{'iss': 'https://dev-qiwwdzlk.us.auth0.com/', 'sub': 'google-oauth2|116994070311647908033', 'aud': 'CoffeeApp', 'iat': 1663825835, 'exp': 1663833035, 'azp': 'N2FZEyxEse7h0LQ6MAZcaA9zsfAAeKtz', 'scope': '', 'permissions': ['create:drink', 'delete:drink', 'get:drink-details', 'update:drink']}

127.0.0.1 - - [22/Sep/2022 11:22:52] "GET /drinks-detail HTTP/1.1" 200 -

[{'color': 'Green', 'parts': 2, 'name': 'Drink2'}]

127.0.0.1 - - [22/Sep/2022 11:22:53] "POST /drinks HTTP/1.1" 200 -

[{'color': 'Green', 'parts': 2, 'name': 'Drink2'}]

{"id": 9, "title": "Drink2", "recipe": [{"color": "Green", "parts": 2}]}

127.0.0.1 - - [22/Sep/2022 11:22:53] "PATCH /drinks/9 HTTP/1.1" 200 -

127.0.0.1 - - [22/Sep/2022 11:22:53] "DELETE /drinks/9 HTTP/1.1" 200 -